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BLIND BROOK RYE PUBLIC SCHOOL DISTRICT 
 

ACCEPTABLE USE POLICY 
Terms and Conditions for Use 

of the Internet, District Network, and Technology 
Adopted:  D e c e m b e r  6 ,  2 0 2 2  

Introduction 
The Internet, a global electronic information infrastructure, is a connection of networks used by educators, business, 
government, the military and other organizations. The Blind Brook Rye School District is very pleased to offer its 
students, faculty, and staff access to the Internet. We believe the Internet offers vast, diverse and unique resources to 
both students and staff. Our goal in providing this service to staff and students is to promote educational excellence in 
the Blind Brook Rye School District by facilitating resource-sharing, research, innovation, and professional 
communication. 
 
The Internet is a fluid environment. In general, electronic traffic passes freely in a trusting atmosphere. But with 
such access comes the availability of material that may not be appropriate in a school setting. District guidelines for 
Internet use prohibit access to material that is inappropriate in the school environment as per the Federally enacted 
Children’s Internet Protection Act (CIPA) which forbids school-based access to potentially harmful material 
including but not limited to pornography, obscenities, and sites that promote violence or sell weapons. It is our goal 
to provide students with the understanding and skills needed to discriminate among information sources, to identify 
information appropriate to their age and developmental levels, and to evaluate and use information to meet their 
educational objectives. 
 
This policy is designed to facilitate and set guidelines for exploring and using the Internet, the district network 
applications and web based instructional and research tools, in a responsible, ethical and legal manner. Of necessity, 
it places the primary responsibility for proper conduct on the user. The use of the School District’s Internet is a privilege, 
and all individuals utilizing the Internet provided by the District are expected to undertake responsibility for their actions 
and words and respect the rights and privileges of others. Use of the School District’s local network and Internet facilities 
in contravention of the following guidelines will result in cancellation of the user’s account as determined by a building 
administrator and possible legal intervention when applicable. Each user is responsible for all actions on his or her 
individual account. Exemplary behavior is expected at all times. 
 
Users must not provide others with access to their individual accounts and must change your passwords 
regularly. Each user is responsible for all actions on his or her individual account. If a Blind Brook School District 
user violates any of the provisions, terms or conditions outlined in this agreement or allows others to do so 
using his or her account, his or her account will be terminated, and future access could possibly be denied. 
The signature(s) at the end of this document indicate(s) the party (parties) who signed has (have) read the 
terms and conditions carefully and understand(s) their significance and personal responsibility in using 
district technology resources. 
 
Please carefully read the appropriate Terms and Conditions below. Before you can be provided with 
network access, you must sign the appropriate acknowledgement forms attached hereto.  
 
 
 
 
 
 
 
 
 

Terms and Conditions for Student Use 
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A. I understand and agree to abide by the following Rules and Code of Ethics regarding Internet, District Network 

and Internet web-based instructional and research use: 
 

1. The use of a user’s account must be for research in support of education, consistent with the 
objectives of the Blind Brook-Rye School District. 
 

2. Network accounts are to be used only by the authorized owner of the account for authorized 
purposes. Using or sharing another user’s login name and password is prohibited. 
 

3. Users shall not intentionally seek information on, obtain copies of, or modify files, other data, or 
passwords belonging to other users. 
 

4. No use of the network shall serve to disrupt the use of the network by others; hardware or software 
shall not be destroyed, modified, copied, damaged, or abused in any way. Nor shall the network be 
used in any way that intends to disrupt operation of the network or use of the network by others. 
 

5. Malicious use of the Internet or the network to develop programs that harass other users or infiltrate 
a computer or computer system and/or damage the software components of a computer or computer 
system (e.g., create viruses) is prohibited. 
 

6. Hate mail, harassment, profanity, obscenity, discriminatory remarks, misrepresentation, 
impersonation, and/or other similar behavior are prohibited on the Internet and the network. 
 

7. Intentional uses of the Internet or the network to access or process pornographic material, text files 
unrelated to course work or academic research, materials for use in illegal activities, or files 
dangerous to the operating integrity of the network and its users are prohibited. 
 

8. Exemplary behavior is expected on "virtual" field trips, as the user is representing the Blind 
Brook-Rye School District when visiting locations on the Internet. 
 

9. Users shall not reveal anything that would enable others to locate or exploit them, e.g., last 
name, home address, credit card, photos of themselves/others or social security number. 
Similarly, users shall not reveal such information about others over the Internet. 
 

10. Users shall not agree to meet with someone they have met online. Any contact of this nature, or 
the receipt of any message you feel is inappropriate or makes you feel uncomfortable, should be 
reported to school authorities immediately. 
 

11. Students without parental permission to use the Internet are prohibited from teaming up with 
those who have permission to use the Internet. 
 

12. Users shall not signup or enter into any agreement with a third-party vendor. 
 

13. Users shall not intentionally try to circumvent District security or filtering. This includes bringing 
in your own routers, switches, wireless routers, and or the installation of software on District 
devices to allow unfiltered access to the internet. 
 

14. Use of the Internet, network or district web-based e-mail tool to hack into other users 
accounts is prohibited. 
 

15. Users shall not post chain letters or send an unnecessary message to a large number of e-
mail addresses). 
 

16. Use of the Internet or the network for commercial or for-profit purposes is prohibited. 
 

17. Use of the Internet or the network for product advertisement or political lobbying is 
prohibited. 
 

18. Each user is responsible for his/her own actions while using the Internet or the network. 
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19. The use of text messaging, instant messaging or any digital communication during an exam or 

during instructional time is prohibited. 
 

20. If a graphing calculator must be used, students shall show the instructor that they have reset 
their calculator prior to the start of an exam. 
 

21. All digital devices, including smart phones and digital watches, shall be turned off during exams. 
 
B. I recognize and agree to abide by the following Rules and Code of Ethics regarding protected by intellectual 

property rights, including copyrighted material: 
 

1. I recognize that material received via the Internet or a computer network is owned by the author 
or the person holding the copyright and/or other intellectual property rights, and I will give full 
credit for all materials received electronically. 

 
2. I recognize that software is protected by copyright laws; therefore, I will not make copies of 

software found on school computers either by copying them onto my own external drives, CD’s or 
onto other computers through electronic mail or bulletin boards; and I will not give, lend, or sell 
copies of software to others unless I have the written permission of the copyright owner or 
unless the original software is clearly identified as shareware or in the public domain. Attributions 
of authorship will follow the same copyright rules for material obtained via the network. 

 
3. I recognize that electronic copyrighted text is protected by copyright laws; therefore, I will not cut 

and paste or photograph electronically with my electronic device (IE cell phone, tablet, mobile 
device) this copyrighted text into my reports, take home exams, or school related documents 
without correctly referencing the copyrighted source. Attributions of authorship will follow the 
same copyright rules for material obtained via the network. 

 
 
You should be aware that the contents of your personal files on the District system may be monitored if a policy or 
legal infraction is suspected. Routine maintenance and monitoring of the system may lead to discovery that you have 
violated this policy and/or have engaged in illegal activity on the District’s system. An individual search will be conducted 
if there is reasonable suspicion that you have violated this policy. The investigation will be reasonable related to the 
suspected violation. 
 
In the event of a claim that a violation of this policy has occurred, an investigation will be conducted and appropriate 
disciplinary action will be taken, if necessary. Depending on the result of this investigation, additional restrictions may 
be placed on an individual’s use of the District’s Internet connection. The District will cooperate fully with local, state, 
or federal officials in any investigation related to illegal activities conducted through the District computer system. 
 
I understand and agree that any violation of the above will have serious consequences. Any violation of District 
policy and rules may result in loss of District-provided access to the Internet and network access. Additional 
disciplinary action may be determined at the building level in keeping with existing procedures and practices 
regarding inappropriate language and behavior. Legal intervention may occur when applicable, including, but not 
limited to cases of network tampering, hacking and intentional equipment theft or damage. 
 
Please refer to Board Policy #7315 on the District website for a full accounting of guidelines and regulations regarding 
student use of District technology. 
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BLIND BROOK PUBLIC SCHOOLS 
 

ACCEPTABLE USE POLICY 
AGREEMENT FORM FOR GRADES K-12 

Please return this form to the school main office. Students who do not return this form will not have 
computer access at school. PARENTS and STUDENTS must sign this form. 

 
 

Student User Agreement 
I have read the Acceptable Use Policy in the Family Guidebook. I understand and will abide by the terms 
for use of the Internet and the Blind Brook-Rye School District’s computer system and other technology. I 
recognize and agree to abide by the district’s Rules and Code of Ethics regarding copyrighted materials and 
plagiarism. I further understand that any violation of the terms and conditions is unethical and may constitute 
a criminal offense. Should I commit any violation, my access privileges may be revoked and school 
disciplinary action and/or appropriate legal action may be taken. The School District makes no warranties of 
any kind, whether expressed or implied, for the service it is providing. The School District will not be 
responsible for any damage suffered including loss of data. 

 
 

Student’s Name   
(Please Print) 

Grade:  

 

Students Signature   Date:   
 

Parent/Guardian Agreement 
I have read and discussed with my child the terms of the Internet and the Blind Brook-Rye School District’s 
computer system as stated in the Family Guidebook. I recognize it is impossible for the School District to 
restrict access to all controversial materials and I will not hold them responsible for materials acquired on the 
network. The School District makes no warranties of any kind, whether expressed or implied, for the service 
it is providing. The School District will not be responsible for any damage suffered including loss of data. I 
hereby give permission to issue an account for my child and that my child may have access to the District 
Computer System. I understand that some of the materials available through these external computer 
networks may be inappropriate and objectionable; however, I acknowledge that it is impossible for the District 
to screen or review all of the available materials. I accept responsibility to set and convey standards for 
appropriate and acceptable use of technology to my son/daughter when he/she is using the DCS or any other 
electronic media or communications, including my son/daughter's own personal technology or electronic 
device on school grounds or at school events. 

 
 
Parent/Guardian’s Name:   

(Please Print) 
 
 

Parent/Guardian’s Signature:   Date:  
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